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Lightwave Community CIO (“Lightwave”)
Risk Management Policy
Purpose of Document
Trustees of a charity have the overall accountability and liability for the actions carried out in the name of the charity.  The Scheme of Delegation provides trustees with the key tool with which to have and to demonstrate effective oversight of the charity.  This document provides trustees with a different perspective into the activities of the charity through the lens of risk. 
The document governs the Lightwave Community CIO’s (“Lightwave”) approach to risk and it explains how the factors which have an impact on risks are managed and controlled.  It explains how risk management is a key tool in contributing to the overall management of the charity, it explains the links with other key documents and it provides clear roles and responsibilities.  
Compliance with this document will contribute to the trustees of Lightwave being able to fulfil their obligations as set out in the Scheme of Delegation.
Currently Lightwave is largely funded by the Growing in God in the Countryside (GiGitC) project of the St Edmundsbury and Ipswich Diocesan Board of Finance (DBF) with funding for the most part provided by the Strategic Development Unit of the Church Commissioners (SDU). Therefore risk management includes a strong awareness of impact on the DBF and the Church of England as a whole. 
Risk Management Policy Statement
The Lightwave Community CIO (“Lightwave”) has developed a policy to assist the embedding of risk management into our organisation. To achieve our agreed objectives and outcomes, the following risk management policy has been adopted:
The Lightwave Community CIO will develop an organisational culture that optimises our ability to achieve our strategic objectives whilst adopting the agreed approach to risks.
Aims
The aims of our risk management policy are to:
· promote employee, stakeholder and public safety, in particular, through safeguarding policy and practice;
· support the long term financial viability of the organisation;
· protect personnel, assets and intellectual property;
· encourage better quality ministry and mission;
· ensure provision for the management of reputational risk, and
· improve contingency planning and business continuity when dealing with risks and their impact.
Principles
Operating principles that support this risk management policy are summarised below.
We will actively seek to:
· identify and rank all operational and strategic risks;
· ensure risk management becomes part of day-to-day management;
· provide employees and volunteers with the necessary resources to identify, and where appropriate, manage risks;
· ensure senior staff are aware of major risks and how to respond to them accordingly; and
· monitor our strategic risk profile and implement a continuous improvement approach to risk management.
What is risk and risk management?
Risks are problems that may or may not happen in the future and which may have a negative impact on the organisation and the wider work of Lightwave. 
Risk management is the process of identifying, analysing, responding to (including mitigation), tracking and reporting risks.  Each of these is covered in section 4 below.
At the highest level, risk is about finance, reputation or mission i.e. all risks ultimately have one or more these consequences.
 Scope of this document
This document covers the activities of Lightwave including Lightwave Groups and Lightwave Hubs. It may include Lightwave Groups that for governance purposes come under their local PCC. 
It does not cover other matters that fall under the jurisdiction of parishes and stipendiary clergy
Objectives of risk management
The overall goal of risk management is to protect the organisation as far as is possible or practical, the DBF, Bishops and the wider Diocese from the negative impacts of risks.
The objectives of risk management are to:  
· Monitor the organisation’s activities and the activities across Suffolk and beyond to identify new or changing risks;
· Discuss and agree the organisations and Lightwave Hubs/Groups appetite for risk in different situations.  Understand/agree that not all risks can be eliminated or mitigated;
· Understand and minimize the cost and other impacts of risks;
· Focus management attention or alert others in the Diocese or elsewhere as appropriate of higher priority risks;
· Ensure risk-related decisions are made at the proper level of authority. 
· Communicate clearly about risk;  
· Maintain a clear and accurate record of risks. 
How Lightwave approaches risk
Lightwave uses the framework below, in tandem with the Schedule of Delegation to ensure that risks are identified and managed.  In that way we can be sure that the objectives as described above are implemented via various routes, all of which are linked.

	
	Framework element
	How incorporated into governance structures and processes

	a. 
	Strategy.  Reserved to the board of trustees – the Lightwave Community Council.  Ensures that resources are used to maximum effect.
	Any organisation needs to have an aspiration and long term plan, set within its charitable objects, to make effective use of its resources for its beneficiaries.
The Lightwave Community Council understands that it is responsible for setting direction and strategy and monitoring its progress, as well as working with Lightwave hubs, groups and the Growing in God in the Countryside project team on the day-to-day implementation of the strategy.
While Lightwave is funded by the Growing in God in the Countryside Project of the St Edmundsbury and Ipswich Diocesan Board of Finance, the GiGitC Project Board and the DBF Programme Board will have a key role in inputting into any risk strategy. 

	b. 
	Risk appetite - the amount and type of risk that an organisation is willing to take in order to meet its strategic objectives – this includes reference to both the organisation's risk appetite as well as its risk tolerance

See table at the bottom of this document
	In the future we intend that each risk be rated according to the key set out in the major risk register section below. The agreed appetite rating will be incorporated into Lightwave Community Council and Project/Programme Board discussions as required to ensure decisions are aligned with the appetite.  
Currently we are still evolving our approach in this area. Our overall approach is open/hungry – given the nature of a pioneering and innovative project such as Lightwave, which wants to encourage experimentation and innovation. 
However we are very aware of mitigating risk to the Diocese as a whole, of which we are a part.

	c. 
	Governance structure.  

	Structures are clearly defined in the Schedule of Delegation, supported by committee terms of reference and role descriptions e.g. the Leader of Lightwave.

	d. 
	Activity planning and financial control 
	Objectives and activities are planned within the context of the strategy.  
The organisation’s plan is the output of these objectives and activities and the budget a short term business plan.  
The key control is the budget itself, with subsequent review of monthly management accounts, capital expenditure, property maintenance (when appropriate) and forecasting.

	e. 
	Risk monitoring and reporting

	Main tool is the risk register – in of itself and through regular conversation around the changing nature/severity of a risk, emerging risks and how to mitigate them (or not).

	f. 
	Policies

	The internal control framework is a combination of policies which are statements of intent, procedures and processes which implement those policies and the Schedule of Delegation (a separate document).  Policies cover a number of areas of activity such as HR, H&S, safeguarding, property (when appropriate) and financial matters.  All are written and reviewed according to a pre-agreed regularity.

	g. 
	Procedures and processes

	Procedures and processes are how we evidence that a control is in place.  Procedures and processes may take different forms such as being included in policies, checklists, operations manuals or handbooks.  All operational areas should have these.
Crisis management – include business continuity planning and communications plans

	h. 
	People

	People need to know what they are required to do, how they fit into the wider organisation and they need to abide by the rules of the organisation.  Hence we have:
· HR policies and procedures for employees and sometimes volunteers.  
· Employment contracts for employees and statements of particulars for clergy associated with Lightwave
· Training.
· Employment practices liability insurance.
· Staff and volunteers communications – formal briefings, informal gatherings 
· Trustees’ code of conduct

	i. 
	Values and culture

	Set of values which are renewed from time-to-time, which are set within the context of the work of the Diocese 
Policies for employees and volunteers including Safeguarding and Media and social media policies 


Insurance
Insurance policies form part of the framework, albeit in a different way.  Insurance helps to mitigate the impact of a risk rather than to reduce the likelihood of its occurring.  Lightwave has the following insurance cover in place:
1. Specified Business Equipment All Risks
2. Group Personal Accident
3. Public liability
4. Employer’s liability
5. Products liability
6. Trustee liability indemnity
7. Employment practices liability
Health and Safety and Safeguarding risk assessments 
We will complete Health and Safety and Safeguarding risk assessments for all meetings, events and activities (whether one-off or regular) to identify what we need to do to comply with health and safety law. We will record our findings, implementing any necessary precautions. We will review and revise these where we suspect that they are no longer valid. Risk assessments also include an assessment specifically of any Safeguarding Risk and appropriate mitigating actions. A template is provided for this purpose. Completed templates should be lodged with the Health and Safety officer. 
The Lightwave Risk Register
As stated above, the main monitoring tool for identifying and managing risks is the Lightwave risk register, which is managed by the Lightwave Community Council and the GiGitC Project Board. Employees, volunteers and the GiGitC Project Team have day-to-day input and leaders of major Lightwave Hubs may have their own risk registers which co-ordinate with the major risk register.  
We have adopted a straightforward approach to the risk register preferring that this is a focused document which can be used actively on a regular basis by project and hub leaders. We also recognize that managing risks and opportunities in a single document allows us to highlight that depending on actions or outcomes an opportunity can turn into a risk, or vice versa and so this is a helpful and positive approach
Risks are arranged around key focus areas, currently these are as followed and are reviewed and revised annually:
1. Lightwave Rural Hub Churches
2. Evangelism 
3. Starting new Lightwave Groups & Fresh Expressions of Church 
4. Online Ministry
5. Learning Communities
6. Financial Sustainability of Lightwave Community
Column headings in our register are:
	Topic
	Risk or Opportunity
	Risk/Opportunity Description
	Action already taken or underway
	Further Actions planned

	Main current themes
	Either “Risk” or “Opportunity”
	…including assessment of risk
	List of things already done or in process to exploit opportunity or mitigate risk 
	Actions to be taken, with timescales if possible



Risk appetite levels are described as:
· Averse: Avoidance of risk and uncertainty is a key organization objective.
· Minimal: Preference for ultra-safe options that are low risk and only have a potential for limited reward.
· Cautious: Preference for safe options that have a low degree of risk and may only have limited potential for reward.
· Open: Willing to consider all potential options and choose the one most likely to result in successful delivery, while also providing an acceptable level of reward and value for money.
· Hungry: Eager to be innovative and to choose options offering potentially higher business rewards, despite greater inherent risk.
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Registered office: St Nicholas Centre, 4 Cutler Street, Ipswich, IP1 1UQ
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